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What is the Blockchain Interoperability k.
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Data Storage Focus

»Move/exchange data across
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Blockchain Eco System and Trends k.
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v’ Compute power

The .
" Blockchain v'Data Encryptlc.)n
- eco-system v'Storage Capacity
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What Role Interoperabllity can play for Blockchain k.
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Trends in Blockchain Interoperability is the KEY
>Expansion of Metaverses to multichain world

>»NFT & Social Media
»DeFi Security

»Blockchain Security Becomes
Enterprise-ready

»Decentralized Governance
Improvements in web3

» Solves pitfalls of web2.0

»Introduces wider adoption of
web 3.0

4 | ©2022 Flash Memory Summit. All Rights Reserved.



-
Proposal for Interoperability SNIA.
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PROTOCOL LOW LEVEL COMMUNICATION

Reguester Fesponder

SMIA Validation SMIA CHAIN SNIA Validation SMNIA CHAIN
MNode ID D Node ID D

SHIA BLOCKCHAIN UID SNIA BLOCKCHAIN LID

security Frotocol & Data Model
security Frotocol & Data Model SPDM (DMTF DSE F4)
SPOM (DMTF DSPO274)
S : Component Measurement and
Component Measurement and Authentication (CMA) — PCIE Spec
Authentication (CMA) — PCIE Spec v 0.7
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Proposal for Data Storage Communication Interoperabili&
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AP from
Blockchain to SMIA
IF Pass

Build a prote-chain
to SLA for
notification

Requester to Motify
aboul the
Blackehain 1D

Requester accepts
1D as Valid

Requester
Snapshop with UID

DMTF, TCG, NVMe,
FCIE Protocols
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Communication
Batween Chains -

AP| from Blockehain to
ShIA IP Pass

-
SNIA.

Build a proto-chain to SLA
for notification

Light Node (s)

SMIA Proto-Chain Code

SMIA Proto-Chain Code

Responder Accepls
Blockehain 1D

Accept Blockehain UID Accept Blockchain UID

Responder Accepts UID

as Valid

Blockchain UID Validate glockchain UID Validate

Responder Snapshot with
4] 0]

Chain UID

DMTF, TCG, NWVMe,
FCIE Protocols

SPDM SCMA
Lommunication

SPOM &CMA

Lommunication
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Data Storage Centric proposal for Interoperabllity k.
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Proto-chains [parachaing?)

1
External sources of data for \ . )
blockchain | | | Multiple blockchains S N I A@

that use the data from
type 1/2 chains

Type 1 Ledger - small transactions and links th the big data

= APl AP
@
e T m XA
R o
@ ) @1’. L ey Type 2 Ledger - big data [stateless) I\ Vi bk
. (—e@ i~ YV
: e have multiple chains of type 1 and of type ' o
a “:‘L -F‘:\*‘ We h ltiple chains of type 1 and of type 2 '
‘ "
o m Hyperledger,
Etherium,
We support Polkadot, Stellar,
Each incoming signal contains SLA, - APl for adding and reading chains etc.
the name of blockchain it has to be - Spread protocol (way to create multiple
processed with and the name of coples of a chain inside of our network)
master chain (optional) - Messaging protocol
- Signaling protocol
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Data Storage Centric proposal for Interoperabllity
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| Light Node(s] Responsible for creation of proto-chains according to SLA and for
notification of relevant blockchain (or validation node)
_ Proto-chain is non-validated chain of events, data and
transactions that can join master chain after their validation
- INGRGRRGNBROMGEOIII - -~~~ -~~~
Validation Mode(s) Res _p-un;ihle for validation of blocks in Pmtﬂ-Fhain based on the rflata in a master chain
(validation and consensus depend on the logic of the master chain)

Master Chain [SNI& way of handling the
size and speed, 3r rty chains can have
their o lutions |

SMNIA Master chain that consists three parts - active growing part of the
chain, snapshot of all the history (actual states) from archive part and the
archive part of the chain

Active Smapshot

3rd Party or SNIA BLOCKCHAIN
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Data Storage Centric proposal for Interoperabllity k.
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=
. . . 5n
Model of composite chain with snapshots Gem S N IA@.
Modes

(and consensus)

Snapshot 1 Shapshot 2 Snapshot N-1 Snapshot N
(active)
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Data Storage Centric proposal for Interoperabllity
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Universal wallet & ID

Blockchain 1 Blockchain 2 Blockchain 3 Blockehain M
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Liniversal “wallet™ +
1D (keys)

"blackchain-independent wallets™ - walets that are associated with a private key that acts as universal 1D and can handle fransactions
in any bockchain, The same way a passport is used as a universal 1D in multiple transactions and in multiple independent systems

This enables interoperability on a totally new level, and will elfminate the need for transferring the data from one blockchain to
another one,
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Universal ID (UID) k.
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UID is a hash of a public key

-
SNIA.

To support concept of UID we need secure protocol that would allow automatically create wallet, associate
it with UID, request address, provide hash of private key (or the key itself if necessary) etc. UID will be used
to connect data from different blockchains the same way we connect tables in SQL and enable “commit®-
like functionality for the whole transaction (or cross-chains smart contracts)

It represents (identifies) any participant in any transaction and associated with a wallet

The next step is to introduce an official external register(s) for UIDs (subject to KYC), that would store
connection between an actor and his UIDs and allow re-issue UID in a case of it being compromised or lost
and facilitate transition of the data to new UID and to black-list compromised UID in all blockchains

Third step is to future improve security of UID with master UID, which is used to issue and activate
different keys for different blockchains under the same UID, aka 1Password
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CALL TO ACTION k.
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Join SNIA Blockchain (https://www.snia.org/blockchain)
and |IEEE Blockchain Initiatives
(https://blockchain.ieee.orq)

Contact : olga@myactionspot.com
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Q&A
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